Privacy Policy
Date of acceptance: 2025-05-12
1. Informationabout the data controller

Data Controller

Name: Mark & Tailor Services Kft.

Registered seat: 1163 Budapest, Veres Péter Street 51.
Mailing address, complaint management:

E-mail: info@nestbeyondborders.com

Phone number: +36 30 504 0986

Website: www.nestbeyondborders.com

2. Description of the data processing activities carried out in the course of the operation of the
webshop

This document contains all relevant data processing information regarding the operation of the
webshop in accordance with General Data Protection Regulation (2016/679) of the European Union
(hereinafter: Regulation or GDPR) and Act CXIl of 2011 (hereinafter: Privacy Act).

2.1. Informationon the use of cookies
What is a cookie?
Upon visiting the website, the Data Controller uses cookies. A cookie is an information package
consisting of letters and numbers sent to your browser by our website with the purpose of saving
certainsettings, facilitatethe use of ourwebsiteand help us collect relevant, statistical information of
our visitors.
Some cookies do not contain personal information and are not suitable foridentifying individual users,
but some cookies contain a unique identifier, thatis, a secretnumber sequence generated randomly,
which will be stored by your device and therefore will ensure your identification. The operational
duration of each cookieisincludedinthe relevant description.
Legal background and legal grounds of cookies:
The legal basis of processingis yourconsent pursuantto Article 6(1)(a) of the Regulation.

Main characteristics of the cookies used by the website:

CookieScriptConsent
This cookie is used by the Cookie-Script.com service to remember visitors' cookie consent
preferences. Itis necessary forthe properfunctioning of the Cookie-Script.com cookie banner.

XSRF-TOKEN
This cookie is setto help with site security in preventing Cross-Site Request Forgery (CSRF) attacks.



nestbeyondborders_session
This cookie isusedto identify the session between the serverand the client.

_ga
This cookie name is associated with Google Universal Analytics —a significant update to Google's
most widely used analytics service. This cookie is used to distinguish unique users by assigning a
randomly generated number as a clientidentifier. Itisincluded in each page requestandis used to
calculate visitor, session, and campaign dataforsite analytics reports.

If you do not accept the use of cookies, certain functions will not be available to you. You can find
furtherinformation about deleting cookies at the following links:

e InternetExplorer: http://windows.microsoft.com/en-us/internet-explorer/delete-manage-
cookies#tie=ie-11

e Firefox: https://support.mozilla.org/en-US/kb/cookies-information-websites-store-on-your-
computer

e Mozilla: https://support.mozilla.org/hu/kb/weboldalak-altal-elhelyezett-sutik-torlese-
szamito

e Safari: https://support.apple.com/guide/safari/manage-cookies-and-website-data-
sfri11471/mac

e Chrome: https://support.google.com/chrome/answer/95647

e Edge:https://support.microsoft.com/hu-hu/help/4027947/microsoft-edge-delete-cookies

3. Data processed for the purpose of concluding and performing the contract
In order to conclude and performing the contract, several cases of data processing may occur. We
herebyinformyouthat data processing related to complaint management and administration related

to guarantee rights will only be carried if you exercise one of the said rights.

If you do not purchase via the webshop but arrive only as a visitor, then the provisions on data
processing for marketing purposes may apply toyouif you give consentto us for mark eting purposes.

Data processingactivities for the purpose of concludingand performing the contractin detail are:
3.1. Registration on the website

The registrationis mandatory if you want to advertise yourapartment on the Website. In another case
you can’t make registration onthe Website.

Data processed

The goal of the registration we handle your name and email address, type of the user (individual or
real estate agent).

Period of the data processing

Until the withdraw of the consent.
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Legal basis for the data processing

Your voluntary consentgivento the Data Controller by the registration. [Data processing pursuantto
Article 6(1)(a) of the Regulation]

The courierservice participatesin delivering the ordered product based on its contract concluded with
the Data Controller. The courier service processes the data provided to it in accordance with the
privacy policy available onits website.

3.2. Processingthe order

Data processing activitiesinthe course of order managementrequired forthe purpose of performing
the contract.

Data processed

If you advertise an apartment on the Website, the data processing and the provision of the data is
inevitable forthe performance of the contract.

We processthe fallowing type of data of the order:
- data(type and average information)about the real estate,
- contact data,
- price of the real estate,
- the data of the advertisement package.
Period of the data processing
We handle the data aftera one year period of the last day of the advertisement.
Legal basis for the data processing

The performance of the contract. [Data processing pursuantto Article 6(1)(b) of the Regulation]

The legal basis with regard to international datatransmission is the performance of the contract [Data
processing pursuantto Article 49(1)(b) of the Regulation]

3.3. Issuingthe invoice
The data processingis carried out for the purpose of issuingan invoicein compliance with the law and
fulfilling the obligation of retaining theaccountingdocument. Pursuant to paragraphs (1)-(2) of section
169 of the Accounting Act, economic organisations must retain accounting documents directly and
indirectly supporting the accounting records.

Data processed

We handle the following data: name, email address, seat, tax number.



Period of the data processing

Pursuantto paragraph (2) of section 169 of the Accounting Act, the issued invoices must be retained
for 8 years of the issuing.

Legal basis for the data processing
Pursuantto paragraph (1) of section 159 of Act CXXVII of 2007 on value added tax, issuing an invoice
is mandatory and, pursuantto paragraph (2) of section 169 of the Accounting Act, the issued invoices
must be retained for 8 years. [Data processing pursuantto Article 6(1)(c) of the Regulation]
Data processing related to product delivery
The data processingis carried out for the purpose of delivering the ordered product.
Data processed
Name, address, e-mailaddress, phone number.
The delivery of the products performs the subcontractor of the Data Controller.
Period of the data processing
The data processingis carried out forthe purpose of delivering the ordered product.
Legal basis for the data processing
The performance of the contract. [Data processing pursuantto Article 6(1)(b) of the Regulation]
3.4. Additional data processing activities
If the Data Controller intents to carry out any further data processing activities, it will provide prior
information on the actual circumstances of the data processing (legal background and legal basis of
the data processing, the scope of the processed data, the period of the data processing).
3.5. Recipients of personal data
Activities of data processors for storing personal data
Name of the data processor: INTEGRITY-Domain Bt.
Contact details of the data processor: 8000 Székesfehérvar, Gyetvai u. 6.

Phone number of the data processor: +36 1 450-2660

Website of the data processor: https://integrity.name

Activites of payment solutions

Name of the data processor: OTP Mobil Szolgaltaté Kft.


https://integrity.name/

Contact details of the data processor: 1138 Budapest, Vaci ut 135-139. B. ép. 5. em.

Phone number of the data processor: +36 1 36 66 611
Website of the data processor: https://simplepay.hu/

The Data Processor carries out personal data storage on the basis of a contract concluded with the
Data Controller. The Data Processoris not entitled to access the personal data.

4. Yourrights in the course of the data processing

Withinthe periodof data processing, youare entitled to the following rights pursuant to the provisions
of the Regulation:

e rightto withdraw consent

e access to personal dataandinformationrelated to data processing
e rightto rectification

e restriction of data processing,

e rightto erasure

e rightto object

e rightto data portability.

If you wish to exercise your rights, it will involve your identification, and the Data Controller must
necessarily communicate with you. Therefore, for the purpose of identification, i t will be necessary to
provide personal data (but only your data already processed by the Data Controller can serve as the
basis of identification), and your complaints as regards data processing will be available in your email
account within the period specified in this Privacy Notice regarding complaints. If you have been our
customer and you wish to identify yourself for the purpose of complaint handling or guarantee
management process, please enter your order ID as well for identification. That way we can identify
you as our customer.

The Data Controller will respond to complaints as regards data processing within 30days at the latest.
4.1. Right to withdraw consent

You have the right to withdraw your consent to data processing at any time, in which case the data
provided will be erased from our system. However, please note that in the case of an order that has
not yet been fulfilled, the withdrawal of consent may resultin us not being able to complete the
delivery of your order. In addition, if the purchase has already been completed, based on the
accounting regulations, we cannot erase the date related toinvoicing from our systems, and if there is
any remainder amount unpaid by you to us, we can process your data evenin the event of the
withdrawal of your consent based on the legitimate interest in debt collection.

4.2. Access to personal data

You have the right to obtain from the Data Controller confirmation as to whetheryour personal data
are being processed, and where thatis the case, you have the right to:

e again accessto the processed personal data, and
e areceive information from the Data Controlleronthe following:
o thepurposesof data processing;


tel:+3613666611

o thecategories of yourpersonal data processed;
information onthe recipients or categories of recipients towhom the personal data
have been orwill be disclosed;

o theenvisaged period of the processing of personal dataor, if that is not possible, the
criteriaused to determine that period;

o theexistence of yourrighttorequestfromthe Data Controllerrectification or
erasure of personal data or restriction of processing of personal data concerning you
or to objectto such processing;
the right to lodge acomplaint with asupervisory authority;
where the personal dataare not collected from the datasubject, any available
information as to theirsource;

o theexistence of automated decision-making, including profiling, and, atleastin
those cases, meaningfulinformation about the logicinvolved, as wellas the
significance and the envisaged consequences of such processing foryou.

The purpose of exercising these rights may be aimed at establishing and verifying the lawfulness of
data processing, therefore, in case of multiple requests for information, the Data Controller may
charge a fairfee in exchange for providing the information.

Accessto personal datais ensured by the Data Controller by sending you the processed personal data
and information by email after your identification. If you have registered, we provide access so that
you can view and check your personal data by logginginto your useraccount.

Please indicate in your request that you ask for access to personal data or information on data
processing.

4.3. Right to rectification

You have the right to obtain from the Data Controller without delay the rectification of inaccurate
personal dataconcerningyou.

4.4. Right to the restriction of data processing

You have the right to obtain from the controller restriction of processing where one of the following
applies:

e theaccuracy of the personal data is contested by you, fora period enabling the Data
Controllertoverify the accuracy of the personal data, and if the accurate data can be
immediately established, then no restriction will take place;

e thedataprocessingisunlawful and you opposethe erasure of the personal dataforany reason
(forexample becausethe dataare necessary for the possible assertion of a claim) and requests
the restriction of theiruse instead;

e thecontrollernolongerneedsthe personal datafor the purposes of the processing, but they
are required by the datasubjectforthe establishment, exercise or defence of legal claims, or

o ifyou have objectedtothe data processing butthe legitimate interest of the Data Controller
may also serve as grounds for it, the data processing must be restricted until itcan be
established whether the legitimate grounds of the Data Controller override the legitimate
grounds referredto by you.

Where processing has been restricted, such personal datashall, with the exception of storage, only be
processed with your consent or for the establishment, exercise or defence of legal claims or for the



protection of the rights of another natural or legal person or for reasons of important publicinterest
of the Union or of a Member State.

You will be informed by the Data Controller before the restriction of processingis lifted (at least 3
business days before the restrictionis lifted).

4.5. Right to erasure — right to be forgotten

You have the right to obtain from the Data Controller the erasure of personal data concerning you
without undue delay where one of the following grounds applies:

e thepersonal dataare no longernecessaryinrelationtothe purposesforwhichtheywere
collected orotherwise processed by the Data Controller;

e youwithdraw yourconsentonwhich the processingis based and thereis nootherlegal
ground for the processing;

e youobjectto the processingbased onlegitimateinterestandthere are nooverriding
legitimate grounds (that s, legitimateinterest) for the processing,

e the personal datahave been unlawfully processed by the Data Controller where that was
established on the basis of the complaint,

e thepersonal datahave to be erased forcompliance with alegal obligationin Union or
Member State law to which the Data Controlleris subject.

Where the Data Controller, based on any lawful ground, has made the personal data publicand is
obligedtoerase the personal datadue to any of the above grounds, the controller, taking account of
available technology and the cost of implementation, shall take reasonable steps, including technical
measures, to inform other data controllers which are processing the personal data that you have
requestedtheerasure by such controllers of any links to, or copy or replication of, those personal data.

The erasure shall not apply to the extent that processingis necessary:

o forexercisingthe right of freedom of expression and information;

e orcompliance with alegal obligation which requires processing by Union or Member State
law to which the Data Controlleris subject (data processingin the framework of invoicingis
one of those cases, as the retaining of the invoice is prescribed by law), orforthe
performance of a task carried out in the publicinterest orinthe exercise of official authority
vestedin the Data Controller;

o forthe establishment, exercise ordefence of legal claims (e.g., if the Data Controllerhas any
claims against you which has been not fulfilled yet, or there is undergoing complaint
management process).

4.6. Right to object

You have the right to object, on grounds relating to your particular situation, at any time to processing
of personal data concerning you which is based on legitimate interests. In such case, the Data
Controller shall no longer process the personal data unless the Data Controller demonstrates
compelling legitimate grounds for the processing which override the interests, rights and freedoms of
the data subject or for the establishment, exercise or defence of legal claims.

Where personal data are processed fordirect marketing purposes, you have the rightto objectat any
time to processing of personal data concerning you for such marketing, which includes profiling to the



extentthatitis related tosuch direct marketing. Where you object to processing for direct marketing
purposes, the personal datashall nolongerbe processed for such purposes.

4.7. Right to data portability

If the data processingis carried out inan automated way or if the data managementis based on your
voluntary consent, you have the right to ask the Data Controllerforthe datayou providedtothe Data
Controller, which the Data Controller will send in xml, JSON or csvformat at your disposal, and, if this
istechnically feasible, you can request that the Data Controller forward the datain this formto another
data controller.

4.8. Automated decision-making

You have the right not to be subject to a decision which is based solely on automated processing
(including profilin) and which produces legal effects concerning you or similarly significantly affects
you. In these cases, the Data Controller shall implement suitable measures to safeguard the data
subject'srights and freedoms and legitimate interests, at least the right to obtain humanintervention
on the part of the controller, to express their point of view and to contest the decision.

The above shall not apply if the decision:

e isnecessaryforthe conclusionand performance of the contract betweenyou andthe Data
Controller;

e isauthorised by Union or Member State law to which the controlleris subjectand which also
lays down suitable measures to safeguard yourrights and freedoms and legitimate interests;
or

e isbasedon your explicit consent.

4.9. Data security measures

The Data Controller declares that it has taken appropriate security measures in order to protect
personal data against unauthorized access, alteration, transmission, disclosure, deletion or
destruction, as well as against accidental destruction and damage, as well as against becoming
inaccessibledue to changesinthe technology used.

The Data Controllerwilldo everything within its organizational and technical capabilities to ensure that
its Data Processors also take appropriate data security measures when working with your personal
data.

4.10. Remedies

If,in youropinion, the Data Controller has violated alegal provision relating to data processing or has
not fulfilled any of your requests, thenin orderto terminate alleged unlawful data processing, you can
initiate the investigative procedure of the Data Protection Authority.

We would also like to inform you that in the event of a violation of the legal provisions on data
processing, or if the Data Controllerhas not fulfilled any of your requests, you may file a civil lawsuit
againstthe Data Controllerincourt.



5. Amendment of the Privacy Policy

The Data Controllerreserves the right to modify this data managementinformation in a way that does
not affectthe purpose and legal basis of data processing. By usingthe website afterthe amendment
entersintoforce, youacceptthe amended Privacy Notice.

If the Data Controller wishesto carry out furtherdata processinginrelationto the collected datafora
purpose other than that of their collection, it will inform you, before commencing any further data
processing, of the purpose of the data processingand the information on the following:

e theenvisaged period of the processing of personal dataor, if that is not possible, the criteria
used to determine that period;

e theexistence of yourrighttorequestfromthe Data Controlleraccessto, rectification or
erasure of personal data or restriction of processing of personal dataconcerningyou, orto
objectto such processinginthe case of data processing on the grounds of legitimate interest,
or to request ensuring data portability in the case of data processing onthe grounds of
consentor contractual relationship;

e inthe case of data processingon the grounds of consent, that you may withdraw your
consentat any time,

e theright to lodge acomplaintwith asupervisory authority;

e whetherthe provision of personal datais based onlegislation ora contractual obligation oris
a prerequisiteforconcluding a contract, as well aswhetheryou are obliged to provide
personal data, and what possible consequences the failure to provide data may have;

e theexistence of automated decision-making, including profiling, and, at leastin those cases,
meaningful information aboutthe logicinvolved, as well as the significance and the
envisaged consequences of such processing foryou.

The data processing may only be commenced thereafter, and, in the case of data processing on the
grounds of consent, your consent will also be required to the data processing in addition to the
provision of the above information.



